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MYPINPAD JOINS ALL PARTY PARLIAMENTARY GROUP ON PAYMENT SYSTEMS

MYPINPAD, a UK based technology company, which enables multi-channel and »® - WA,
multi-factor authentication on unsecure devices such as mobile phones and tablets q':. ': 1Y Pl NPAD
via the Cardholder FIN, is pleased to announce its paricipation in the All Party ‘an®

Parliamentary Group (APPG) on Payment Systems. The Group, launched by

membership organization Vendorcom, will address key developments in payments

systems that affect consumers and merchant businesses. twill also look at the role of payment systems in ensuring the
stability of the UK economy and society.

The Group, which holds its inaugural meeting at 1pm today, within the House of Commons, will be chaired by Suella
Fernandes, MP. Sian Williams from Toynbee Hall and Paul Rodgers of Vendorcom will be leading the discussion as
speakers.

Paul Rodgers said, “We are delighted to have MYPINPAD join the All Party Parliamentary Group on Payments as a Small
Business Member. The Group is committed to equipping parliamentarians to be able to engage with constituents - both
the citizen/consumer and small businesses on paymenis issues and acting as a focal point for cooperation between the
different players in the payments industry. | believe that MYFINFAD's valuable input will help contribute greatly to the
discussion in particular around authentication and security.”

MYPINPAD is pleased to be involved in such a worthy Group at a time of great change for the UK payments industry,
and is looking forward to driving action on key issues further alongside other significant industry players.

David Poole, Business Development Director at MYPINPAD, will be representing the business at the Group meeting this
weel, bringing over 25 years of experience in the paymenis industry to the discussion.

David commented; “Itis a privilege to be invited to participate in such a relevant discussion forum to help raise the
payments industry profile on the political agenda. This represents a unigue opportunity for the industry to
collaborate, help improve the UK's payments landscape, and solve issues around consumer experience and security.”

Topics that will be addressed by the Group include financial inclusion, small business services, regulation, consumer
needs, innovation, security, identity and fraud.

With many challenges for the payments sector ahead, it is of great importance that different players, with diverse areas of
specialism, have a forum to work alongside each other to devise the most relevant approaches and practices.
The APFG is the first of its kind in the UK to present the perfect opportunity to do so.

MY PINPAD helieves strongly in working alongside other businesses and technologies to improve the future of consumer
infarmation security across sectors. The payments industry is a huge part of the burgeoning global Fintech industry and
the business looks forward to aiding the progress of this Group.
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For 1.5m Unbanked

15T AUG 2016 | WRITTEN BY: JOHN BASQUILL

I Parliament Probes Payment System Access

Lawmakers in the UK will examine whether financial sector regulation could be amended to
ease access to payment systems and bring the country's 1.5m unbanked adults into the

formal financial system.

An All-Party Parliamentary Group (APPG) set up to examine issues relating to UK payment
systems held its inaugural meeting in Westminster last month.

The group includes representatives from the Conservative, Labour and Liberal Democrat parties,
as well from payment pracessors and industry associations, and will focus on inclusion,

requlation, innovation, identity and fraud.

“One of the driving forces was around inclusion and the fact that payment systems need to be
accessible to the widest possible community,” said David Poole, business development directar at

MYFINPAD, a fintech security firm and member of the APPG.

“Importantly, it's with regard to direct debits and things; we're not just talking card payments

here.

“A lot of utility companies provide lower cost gas and electricity if you pay on a direct debit but a
Lot of people who manage their funds by the penny, to the day, don't like direct debits because of
the apparent lack of control”

Data from the Financial Inclusion Committee, an independent association that includes former
Treasury officials and bank bosses, shows that 1.5m adults in the UK do not have a bank account.

Of those who hold a basic bank account, around half choose to use cash to manage their finances.

The result is that access to payment services that run through systems such as Faster Payments,
Bacs and LINK — including peer-to-peer transfer apps like PayM, direct debits and ATM networks

— is limited or impossible for millions of people.

FPaul Rodgers, a speaker at the APPG meeting and chairman of pan-European payments industry
group Vendorcom, said recent efforts by UK payments reqgulators to open up competition at

infrastructure level have presented an opportunity to target the unbanked.
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“The time has come right now because of the work of the Payment Systems Reqgulator (PSR),” he
told PaymentsCompliance.

“What I'd really hate is we come up with some great new system, a great new strategy for the
future of UK payments, and then it's all watered down, not understood or not pushed through
with the right levels of priority.”

Rodgers, who also sits on the PSR's statutory panel, said the regulator was in attendance at a
preliminary discussion earlier last month.

For payment systems in the UK, momentous regulatory changes are ahead.

The PSR confirmed last week that it backs the sale of Vocalink by its shareholder banks to
encourage competition for the provision of infrastructure to Bacs, Faster Payments and LINK.

On July 13, the Payments Strategy Forum, an industry-led group established by the regulator, also
recommended that Bacs, Cheque & Credit and Faster Payments should be consolidated into a
single entity within the next three years.

Banking Strategies Shifting

According to research by Bloomberg, major international banks have drastically cut consumer

banking services since the financial crisis.

At HSBC, the number of retail customers globally has fallen by 64 percent, from 125m to 45m,
since 2007.

In 2006, around 42 percent of the bank’s profit came from consumer banking, a figure that has

since dropped to 23 percent.

Similarly, the share of profit that came from consumer banking at Citi fell from 55 percent to 38
percent over the same time period.

Banks have attributed the trend to attempts to minimise their risk profile and to consolidate their
focus on providing services to higher net worth individuals.

US regulators fined HSBC nearly $1.9bn in 2012 for failures in its anti-money laundering (AML)
controls.

Last year, Citi paid a fine of $140m for weaknesses in its oversight of flows between Mexico and
the US, with subsidiary Banamex remaining under investigation by the US Justice Department for
alleged AML deficiencies.
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But for Sian Williams, the head of financial inclusion at Toynbee Hall and another speaker at the
APPG meeting, the profit maximisation model employed by major banks has a knock-on effect for
low-income people and their access to payment systems.

“It doesn't work in payments,” she said at last month’s Payments Innovation Conference in
London.

“There will always be a rung of people for whom there is no profit maxim; there is just no way to
make a fair legitimate profit out of these people.”

Chris Pond, the vice chairman of the Financial Inclusion Commission, added that model “relies on
the poorest and the least financially capable cross-subsidising the financially capable, the better
off and the sawvy”.

“In those circumstances there's little incentive for providers to devise new systems,” he said at the
same event.

Sue Lewis, who chairs independent consumer rights group the Financial Services Consumer Panel,
suggested that requlatory intervention by the Financial Conduct Authority (FCA) is the only way to
ensure that access to those systems is universally available.

“The regulator needs to look at this, and | think the FCA can probably fit it under their access
objective — although the access objective is a little bit hidden in its competition objective,” she
said.
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The Green Sheet

Brexit doesn't mean UK will exit fintech race

By David Poole
iy PINpad

he United Kingdom has voted to leave the Evropean Union, and this has caused great uncertainty for the payments industry. One of the inevitable questions will be around
EU regulation. m particular. the fate of the two Payment Services Directives. PSD1 15 already part of UK law. and 1t 15 unlikely to be repealed.

PSD2. which has an implementation deadline of Tanuary 2018, will likely still be followed. as the UK has an incentive to keep payment rules similar to EU ones. As it is likely that

we will retain some level of access fo the single-market, PSD2 will still be implemented on the current timeline

Issues to address

Licensing and passporting will need to be dealt with carefully. Financial services and payment companies will no longer be guaranteed a license to operate in other EU countries, and some
have suggested they may even move their headquarters to other Evropean markets. HSBC Bank PLC is reportedly set to move 1.000 staff from London to Paris if access to the single market
is lost.

This threat was endorsed by Frangois Villeroy de Galhau. a member of the governing council of the European Central Bank. who warned that London could no longer expect to enjoy an

arrangement similar to what has existed and that with the resignation of Lord Hill. Britain's EU commissioner and the man responsible for overseeing the EU's financial services sector, must
raise alarm bells. The UK will need to press hard to negotiate continued access to the single-market and to maintain the coveted "passporting” rights.

Models to consider

There are a number of models the UK could take when planning restructures from here. such as those adopted by Norway and Switzerland. There are also large markets full of opportunity for
fintech outside the EUL such as Central and South America and East Asia. Emerging markets hold masses of potential for new payment and banking methods.

There is nmch uncertainty over the impact of the UK's exit from the EUL as much will depend on the negotiations that will follow. However. regardless of how much negative attention Brexit
15 recerving. the UK will remain an mternational benchmark for good corporate and regulatory governance, within or outside the EU

Cutting through initial media ype and panic. the UK's exit from the EU is unlikely to signal the widely predicted doomsday for the financial services industry. including the payvments sector.

The fintech mdustry will remain innovative and forward looking and will overcome any potential issues that arise as Brexit unfolds. However. the current turmoil in the markets will likely
continue until the uncertainty surrounding the UK's future relationship with the EU is resolved
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Allan Syrms, COO at MyPinPad, said: “After a period of uncertainty following the referendum vote, what we need, more
than anything else, is stability and it is hopad that the quick transition from David Cameron to Theresa May will provide
this. The British technology sector is robust and the FinTech sector has been defined by its flexibility and ability to react
well to change.

‘It Is also worth remembering that even outside of the EU, Britain still has a strong financial regulatory system. So, even
if we are no longer within EU regulatory frameworks, we still have our own domestic standards recognised world-wide
as a benchmark.

“Now is not the time for pessimism, it is the time for bullish optimism that the innovators and entrepreneurs of the UK
will pravide growth, jobs and optimism as we embrace the new political and economic reality of post-EU Britain. From
our FinTech hub at Level39, MYPINPAD are at the heart of this innovation centre and we will continue to play our part
in forging new opportunities,” he concluded.

14
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PSD2 opportunity for motor finance providers

25 July 2016
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Allan Syms, COO of My PinPad, explores how the Second Payment Services
Directive will provide both opportunities and challenges for third-party
finance providers

Brexit might be happening, but that doesn’t mean UK business is immune from
European legislation now or, depending on what Theresa May negotiates, in the
future.

One piece of European legislation that might not have grabbed the headlines in the
way straight bananas did is the Second Payment Services Directive (PSD2).

It's currently due to be implemented in the UK next year and, until we hear
differently, we can assume its implementation will go ahead. This point was
emphasised by the Payments Strategy Forum in July, at an event to launch its
consultation paper entitled Being Responsive to User Needs.

If implemented, it will have huge impact on the payments industry across the board.
Payments is an industry which has struggled to adapt at a pace that can take
advantage of disruptive start-ups, yet maintain tried and trusted legacy systems.

The start-ups and new entrants are looking to win customers with new payment

methods, new technologies and new levels of customer services. But to be
successful they have to operate within a highly regulated environment with

16
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CNP CardNotPresent.com

THE INDEPENDENT SOURCE FOR ORIGINAL CNP NEWS

myPINpad, a U K -based authentication technology company, has appointed Morten Hofstad to head the
company's Asia Pacific business where he will lead business development in the region. The company
alz=o named digital banking and payments veteran Dheeraj (D.J) Ahluwalia as its head of global

partnerships, responsible for developing key strategic, distribution, reselling, OEM and technology
enablement partnerships globally.

18

SKYPARLOURX



wdest MY PINPAD

Nee?

ID&V piece (shortened)

19

SKYPARLOUR*



8% MY PINPAD

Wwe e
AYY

A, FINANCE DIGEST

What Is ID and Verification and Why is it Such an Integral Part of
Digital Life?

By David Poole, Head of Growth, MYPINPAD

Introduction

Identity and verification (ID&V) are two closely linked concepts that play an increasingly critical role in consumers’ day-to-day lives.

Identification systems use a trusted ledger, process or token to identify a person or entity. Verification is answering the question “is this person who

they say they are?”

These processes are something we are all familiar with. From boarding a flight to collecting a parcel from the Post Office, identifying ourselves and

verifying ourselves has been commonplace for generations.

However, these methods rely on the possession and production of hard copies of various forms of accepted ID, and in the digital economy, face-to-
face interactions are becoming less common.

The Digital Economy
Ecommerce has transformed the way we shop. consume and do business. With an estimated 1.61bn online shoppers[1] globally, and £114bn spent
via ecommerce in the UK in 2015[2], the last 15 years has seen ecommerce move from fad to trend to becoming well established. And of all the

ecommerce platforms available, mobileis the one most consumers are turning to.

Commerceis increasingly moving into the mobile and digital. While this has resulted in an increase in convenience for consumers, it has made the
processes of ID&Y more complex.

Digital transactions all require ID&V to a greater or lesser extent. Online shopping oftenrequires a password and email address, while financial
products, bound by a need to comply with know-your-customer and anti-money laundering legislation,require much greater levels of ID&V.

The problem is that ID&V is more challenging for remote transactions due to a lack of face-to-face interaction.

ID&V in the Digital Age
Remote ID&V is nothing new with plenty of people booking holidays, banking or apply for financial services using a telephone.

These all rely on forms of ID&V such as date of birth, and address. But assuch information is now easily accessible online, they are simply not as

secure anymeore.
This has meant that businesses and their customers have had to adapt and accept new forms of ID&V in order to engage in secure digital transactions.

The most obvious of this is the password, which comes with its own drawbacks. Having to come up with a secure, eight-character password which
includes a capital, a symbol and a number can be a P4in In the n3ck.

This can lead to the inherent problem with ID&V in the digital age - it can be time consuming and inconvenient. This is why the industry is continually
looking for new ways to improve the ID&V experience without it impacting negatively on the user experience. Currently, the hot talking point is
biometrics.

20
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Biometrics
Biometrics are, quite simply, using human characteristics for ID&V. There are a variety of different forms being currently trialled.

* Voice recognition - Voice recognition can verify someone in around 15 seconds, quicker than passwords.[3] Yet questions remain about the
accuracy of this method. What if someone is in a crowded room or restaurant? Could the technology cancel out the background noise?

* Facial recognition - Also known as "selfie” authentication. For this to work, the lighting of the photograph will need to be of sufficient quality
which isn't always guaranteed.

= Fingerprint recognition -It's widely used, it's trusted, it's easy, but it is not perfect. Fingerprints can be copied by fraudsters using easily
obtained chemicals. If a fraudster has your phone and wants access to it. they can.

Where to now?

ID&V is part of our lives and while there might be complaintsabout the inconvenience that obtrusive security plays in digital commerce, it is still an

improvement on how things used to he.

The good news is that it is going to become even more suited for the dominant mobile platform. Despite some issues around biometrics, they will
become an integral part of ID&V although it is likely that they will be part of a wider, multifactor ID&V process, incorporating factors such as PIN to give
further security.

21

SKYPARLOURX



ClickZ

UK & Europe v

What Is ID and Verification and why is it such an integral part of
digital life?

Identity and verification (ID&V) are two closely linked concepts that play an
increasingly critical role in consumers' day-to-day lives.

ldentification systems use a trusted ledger, process or token to identify a person or entity.
Verification is answering the question “is this person who they say they are?”

They are familiar to us in our everyday lives. From showing our passports when entering a
country to showing proof of address and identity when applying for a financial product, it's
something we all do.

All of these methods of identification and verification rely on the presentation of a physical
document. And, of course, up until the digital commerce revolution, when the vast majority of
transactions were carried out face to face, it was a tried and tested method that worked

These processes are something we are all familiar with. From boarding a flight to collecting a
parcel from the Post Office, identifying and verifying ourselves has been commonplace for
generations.

However, theze methods rely on the possession and preduction of hard copies of various forms
of accepted ID, and in the digital economy, face-to-face interactions are increasingly less
common.

The digital economy

The internet changed how we shop forever. With an estimated 1.61bn online shoppers globally,
and £52.25bn spent via ecommerce in the UK in 2015, the last decade and a half has =een
ecommerce grow inte a well-established, even dominant, methed for business and commerce.

Mobile (ie. unsecured touchscreen devices such as mobile phones and tablets) is rapidhy
winning the race to become the dominant platform. The ability to shop and carry out tranzactions
on the go iz now something we almost take for granted.

et all thiz convenience has come at a cost, and that cost iz the challenge of managing D&V
online.

Digital tranzactions all reguire ID&W to a greater or lesser extent. Online shopping often reguires
a password and email address, whie financial products, bound by a need to comply with

know-your-customer and anti-money laundering legislation, require much greater levels of ID&W.

The problem is that ID&V is more challenging for remote transactions due to a lack of
face-to-face interaction.

ID&Y in the digital age

Remote ID&Y is nothing new. Consumers have carried out transactions by mail or telephone
(MOTO) for decades. However, these all relied on forms of ID&V such as address and date of
birth. r'et, as such information i now readily available online, they can no lenger be considered
sufficiently robust.

This has driven a need to develop and accept new methods of ID&V with both customers and
businesses having te adapt to the new business realties.

The most ebvicus of this is the password, which comes with its own drawbacks. Having to
come up with a secure, eight-character password which includes a capital, a symbel and a
number can be a challenge, especially if you cant use the last five variations. .

This can lead to fundamental problem with digital D&V if it is time consuming and challenging
then it gignificantly detracts from the very convenience digital commerce is supposed to bring.

This is why the industry iz continually locking for new ways to improve the ID&V experience
without it impacting negatively on the user experience. Currently, the hot talking point is
biometrics which have the advantage of convenience but as they are seldom independenthy
verified they should not be relied upon solety. However they can form part of a multi-factor,
strong authentication alongside something you are and something you know.
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Biometrics

Biometrics are, quite simply, using a human characteristics for ID&W. There are a variety of
different forms being currently trialled.

» Voice recognition — Voice recognition can verify somecne in around 15 seconds,
qguicker than passwords.[2] Yet gquestions remain about the accuracy of this method.
What if someene is in a crowded reom or restaurant? Could the technology cancel out
the background noise?

» Facial recognition — Also known as “selfie” authentication. For this to work, the lighting
of the photograph will need to be of sufficient quality which ien't always guaranteed.

» Fingerprint recognition —t's widely used, it's trusted, it's easy, but it is not perfect.
Fingerprints can be copied by fraudsters using easily cbtained chemicals. If a fraudster
has your phene and wants access to it, they can.

Where to now?

ID&Y is part of our lives and while there might be complaints about the inconvenience that
obtrusive security plays in digital commerce, it is still an improvement on how things used to be.

The good news is that it is going to become even more suited for the dominant mobile platform.

Deszpite some issues around biometrics, they will become an integral part of ID&V although it iz
likeby that they will be part of a wider, multifactor D&V process, incorporating factors such as
PIN to give further security.

David Poole is Head of Growth at MYPINPAD and & contributor to ClickZ
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DAVID POOLE, MYPINPAD

WHAT IS ID AND VERIFICATION AND WHY IS IT SUCH AN INTEGRAL PART OF
DIGITAL LIFE?
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Identity and verification (ID&V) are two closely linked concepts that play an increasingly
critical role in consumers’ day-to-day lives.

Identification systems use a trusted ledger, process or token to identify a person or entity.
Verification is answering the question “is this person who they say they are?”

They are familiar to us in our everyday lives. From showing our passports when entering a
country to showing proof of address and identity when applying for a financial product, it's
something we all do.

All of these methods of identification and verification rely on the presentation of a physical
document. And, of course, up until the digital commerce revolution, when the vast majority
of transactions were carried out face to face, it was a tried and tested method that worked

These processes are something we are all familiar with. From boarding a flight to collecting
a parcel from the Post Office, identifying and verifying ourselves has been commonplace for
generations.

However, these methods rely on the possession and production of hard copies of various
forms of accepted ID, and in the digital economy, face-to-face interactions are increasingly
less common.

The Digital Economy

The internet changed how we shop forever. With an estimated 1.61bn online shoppers[1]
globally, and £52.25bn spent via e-commerce in the UK in 2015[2], the last decade and a half
has seen e-commerce grow into a well-established, even dominant, method for business
and commerce.
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Mobile (i.e. unsecured touchscreen devices such as mobile phones and tablets) is rapidly
winning the race to become the dominant platform. The ability to shop and carry out
transactions on the go is now something we almost take for granted.

Yet all this convenience has come at a cost, and that cost is the challenge of managing ID&V
online.

Digital transactions all require ID&V to a greater or lesser extent. Online shopping often
requires a password and email address, while financial products, bound by a need to
comply with know-your-customer and anti-money laundering legislation, require much
greater levels of ID&V.

The problem is that ID&V is more challenging for remote transactions due to a lack of
face-to-face interaction.

ID&V in the Digital Age

Remote ID&V is nothing new. Consumers have carried out transactions by mail or telephone
(MOTO) for decades. However, these all relied on forms of ID&V such as address and date of
birth. Yet, as such information is now readily available online, they can no longer be
considered sufficiently robust.

This has driven a need to develop and accept new methods of ID&V with both customers
and businesses having to adapt to the new business realities.

The most obvious of this is the password, which comes with its own drawbacks. Having to
come up with a secure, eight-character password which includes a capital, a symbol and a
number can be a challenge, especially if you can't use the last five variations. .

This can lead to fundamental problem with digital ID&V if it is time consuming and
challenging then it significantly detracts from the very convenience digital commerce is
supposed to bring.
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